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Resumen

We give, what we call, an amalgamated construction from binary codes
to Quaternary codes that are linear if self-amalgamated and are Quater-
nary additive in general.
We construct a Quaternary Goppa code by an amalgamation of two binary
classical Goppa codes of the same length and we determine its parameters.
We also generalize this construction to Goppa codes over arbitrary finite
field Fq, see [2].
We generalize our amalgamated construction taking two different codes,
and then one can apply these codes for quantum error-correction. Also,
the resulting codes are potentially good for post-quantum cryptosystems.
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1. Introducción

We study non-binary Goppa codes. We have that for a binary Goppa code,
C = Γ(L, g(x)), where g(x) ∈ F2m [x] is a separable polynomial of degree t, the
minimum weight of C has a lower bound given by 2t+ 1, see [5]. Given a binary
Goppa code C, we construct a non-binary code with the same length, dimension
and minimum weight of C, which we call amalgamated code. We show that the
amalgamated code contains the subfield subcode of C and contains another
subset which is additive over F4 and linear over F2.
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Really, we generalize the same construction in two way: First we take any linear
code, C, over Fq and we obtain a linear code over Fq2 .
Second taking any two linear codes over Fq and we obtain an additive code over
Fq2 and linear over Fq.

1.1. Examples.

We observe that if C0 is a [2m−1, m, 2m−2] binary linear code and C1 is a
[2m−1, 1 2m−1] binary repetition code, then C0+̂C1 is an additive Quaternary
code which is a binary linear code with parameters [2m, m + 1, 2m−1].
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